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DATENSCHUTZ: DAS IST JETZT WICHTIG!

Die Datenschutzgrundverordnung steht unmittelbar vor bevor. ,Was sich zunachst unspektakular
anhort, hat es aber tatsachlich in sich”, ist Wolf-Henning Hammer, Rechtsanwalt bei der Kanzlei Voigt,
Uberzeugt und betont, dass dies auch direkt Auswirkungen auf K&L-Betriebe habe. Zu den neu
geregelten Bereichen der Datenschutzgrundverordnung (DSGVO) zahlen unter anderem der
Arbeitnehmerdatenschutz, die VideolUberwachung im 6ffentlichen Raum oder die individuelle
Einsortierung eines Kunden in ein Kundenranking.

Worauf Sie achten sollten, wenn es bei Ihnen zu einer Datenschutz-Panne gekommen ist, knnen Sie
hier nachlesen, inklusive detailliertem MaRnahmenplan zum Download.

Die Kanzlei Voigt hat zum Thema verschiedene hilfreiche Dokumente erstellt, die Sie hier
herunterladen kénnen.

e Schnell-Check-Liste
e umfassender Uberblick und Erkladrung der wesentlichen Fachbegriffe

BUSSGELDER VON BIS ZU 20 MILLIONEN EURO!


http://colornews.de/recht/datenschutzschutzgrundverodnung-richtig-handeln-bei-datenpanne
http://colornews.de/wp-content/uploads/2018/05/Quick-Check-zur-DS_GVOg.pdf
http://colornews.de/wp-content/uploads/2018/05/2018-05-17-DSGVO-Handout.pdf

Besonders pikant: Die Neuregelung ist mit einer erheblichen Anhebung der BuRgelder verbunden.
+Wo heute noch vergleichsweise moderate 300.000 Euro drohen, kdnnen die BuRgelder kunftig bis zu
20 Millionen Euro oder bis zu vier Prozent des weltweiten jahrlichen Umsatzes des Unternehmens
betragen”, erklart Rechtsexperte Wolf-Henning Hammer. Schon allein deshalb sollte die betriebliche
Praxis - wo bislang noch nicht geschehen - schnellstmdglich an die Anforderungen der DSGVO
angepasst werden.

WO LIEGEN POTENZIELLE RISIKEN FUR WERKSTATTEN?

Im Betriebsalltag vieler Werkstatten erkennt Wolf-Henning Hammer einige Risikopotenziale, zum
Beispiel:

e Bildschirme am Empfangstresen, auf denen Kundendaten angezeigt werden

e Arbeitsplatze der Servicemeister mit offen liegenden Kundenakten

e fehlende Zutritts- und Zugangskontrollen

e ungesicherte Serverschranke in fur betriebsfremde Personen zuganglichen Bereichen

Ebenfalls wichtig zu wissen: Die DSGVO bezieht sich auch auf betriebsinterne Daten zu
Arbeitsverhaltnissen. Es sei daher ebenfalls sicherzustellen, dass die Datenverarbeitung und -
weiterleitung auch die Arbeitnehmerinteressen ausreichend berUcksichtige. Weitere Informationen
dazu, welche Daten betroffen sind, wann die Verarbeitung erlaubt ist und welche Rechte Betroffene
haben, kdnnen Sie hier nachlesen.

WELCHE ORGANISATORISCHEN MASSNAHMEN SOLLTE DER BETRIEB TREFFEN?

Zur Umsetzung der neuen Anforderungen sollte der Betrieb die folgenden Themen anpacken:

e Bestellung eines qualifizierten Datenschutzbeauftragten. Dies kdnne sowohl ein
Mitarbeiter als auch ein externer Dienstleister sein. Angesichts der Haftungsrisiken und der
unverzichtbaren Unabhangigkeit, kann die Bestellung eines externen Dienstleisters mitunter
die geeignetere Alternative sein, da dieser die Situation unabhangig von den vorhandenen
unternehmensinternen Strukturen und Beziehungsgeflechten betrachtet.

e Durchfiihrung einer Risikoanalyse. Diese sollte mit der Bestandsaufnahme beginnen und
nach einem Soll-Ist-Vergleich in der Behebung etwaiger Mangel minden.

e Erstellung eines Verzeichnisses der Verarbeitungstatigkeiten

e Dokumentation der vorhandenen technischen und organisatorischen MaBnahmen
zum Datenschutz.

e Gegebenenfalls Anderung bestehender Betriebsvereinbarungen und Einbeziehung
des Betriebsrates, falls ein solcher existiert.

e Darlber hinaus seien auch die datenschutzrechtliche Sensibilisierung und ggf. Schulung
der Mitarbeiter sind unverzichtbar.

WORAUF ACHTEN BEIM WEBAUFTRITT?
Daruber hinaus sollte jeder Betrieb, der einen Internetauftritt betreibt, auch weiterhin sicherstellen,

e dass die Einwilligung des Betroffenen vorliegt,


http://colornews.de/wp-content/uploads/2017/11/ETL-KanzleiVoigt_DSGVO.pdf

e dass sich die Datenverarbeitung auf das notwendige Mal? beschrankt sowie

e dass ein legitimes Interesse an der Datenerhebung dasjenige des Betroffenen tGberwiegt. Wer
die Grundsatze der Datenschutzrichtlinie 95/46/EG beachtet, durfte auf der sicheren Seite sein.
Wer Dritte mit der Datenverarbeitung oder der Unterhaltung des Internetauftritts beauftragt
hat, sollte auch diese kontrollieren und ggf. anpassen.

WAS IST BEI EINER DATENSCHUTZRECHTLICHEN PANNE ZU TUN?

Sollte es zu datenschutzrechtlich relevanten Vorfallen kommen oder gekommen sein, sind diese der
flr den Sitz des Unternehmens zustandigen Aufsichtsbehdrde unverziglich, spatestens aber
innerhalb von 72 Stunden zu melden, heif3t es in der DSGVO. Zustandig sei in aller Regel der bzw. die
Landesbeauftragte oder das Landesamt fur Datenschutz. Im Gegensatz zur bisherigen Regelung, bei
der die Aufsichtsbehdrde nur dann informiert werden musste, wenn eine schwerwiegende
Beeintrachtigung der Betroffenen zu befuirchten war (z.B. wenn Dritte unberechtigt Bank-,
Kreditkarten- oder Gesundheitsdaten in ihren Besitz gebracht hatten), besteht die Meldepflicht
kunftig bei jeder Verletzung personenbezogener Daten. Gemal3 Art. 33 DSGVO kann die
Meldung unterbleiben, wenn ,die Verletzung des Schutzes personenbezogener Daten voraussichtlich
nicht zu einem Risiko flir die Rechte und Freiheiten naturlicher Personen fihrt.” Eine genaue
Ubersicht dariiber, was konkret im Fall einer Datenschutz-Panne zu beachten ist, finden Sie hier.


http://eur-lex.europa.eu/legal-content/DE/TXT/?uri=CELEX:31995L0046
http://colornews.de/recht/datenschutzschutzgrundverodnung-richtig-handeln-bei-datenpanne

